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Where to use Logo with Tagline (Physical area)

NOTE:

Tagline to be used in areas with

. : Fort . prominence and large display areas
T ° 1 mainly.
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Look. Know. Further. The Tagline should always be under
the Logo and Right Aligned.
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SOLUTION BRIEF

Where to use Logo with Tagline (Digital Media)
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Horizaontal Ebook cover PDF
+* "+ Digital Operational

DORA a¥e
%Y Resilience Act
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Fortify cyber resilience and secure your
most sensitive data with Fortanix

The Digital Operational Resilience Act, or DORA, is a European Unicn (EU) regulation that creates a binding, com
and communication technoelogy (ICT) risk management framework for the EU financial sector. The Act seeks to har
in the EU through ICT related risk management and incident reporting. The regulation was published on 27 Decer
Journal of the EU and will apply in full from January 2025.

Payment Card Industry Objectives of the Act
Data Security Standard (PCI-DSS)

ook. Know. Further.

\%/ Avert cyberattacks
() All financial organizaticns in EU have necessary safeguards to avert cyber-attacks and mitigate risks.
Comprehensive data security platform for PCI-DSS 4.0 compliance o a Harmonize ICT risk management regulations
_ The Act aims to address risk management in financial services and harmonize regulations that exist in E
states.
b o Framework for third parties
www.fortanix.com ' | ‘—h ’ . ' . ’ .
» The act also provides an oversight to critical third-party providers like cloud service providers.

Key Requirements of the Act How Fortanix Helps?
Article 8.1 Centralized data di y. classificatis
|dentify, classify, and adequately management, auditing, and reporting.

document all ICT supported business
functions, roles and responsibilities, the
information assets and ICT assets
supporting those functions, and

their roles and dependencies in
relation to ICT risk.

Data Di y and Classification
Discover, classify, and secure—all kinds of data, n¢
resides (cloud, multicloud, on-premises, and hyb

Simplified data governance, security, and
workflow management for sensitive data (struc
and semi-structured) across multicloud and hybi

Solution brief cover PDF



Where to NOT use Logo with Tagline
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Meet Team Fortanix
at Black Hat 2023
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OG Images and Social media Posts in this format

we don't use tagline in this case.
Placement of just our Logo is sufficient
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Drowning in multicloud
key management?

Protect sensitive data using a single solution
across cloud environments

Google aws

Digital Ad space
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